**G. Divyabharathi**

221, A-1 Alagai Nagar, Rajapalayam - 626117 | divyabharathiganeshan@gmail.com | 8220465273

**OBJECTIVE**

An Information security professional with over 4 years of progressive experience in managing secure IT operations within complex working environments.

An understanding, innovative individual who multi-tasks and has an excellent sense of teamwork to get results by instilling commitment, trust, fairness, and loyalty. Strengths include solid communication and problem-solving skills.

**EDUCATION**

**Diploma,** Kalasalingam Polytechnic college 84% **Apr 2015**

**10th grade,** Sri Rao Bahadur A.K.D.R Girls high’s school 77% **Apr 2011**

**INTERESTS -** Cyber Security & Penetration Testing, Networking.

**COURSE TAKEN:**

1. CCNA
2. CompTIA Security Plus
3. Ethical hacking Beginner Course
4. Networking a Beginner course

**WORK EXPERIENCE**

***Diploma Holder Trainee*  Oct 2015 – Oct 2017**

* Understood Enterprise level Software distribution and Data Security.
* Actively seek Data leakage prevention policies and Data Encryption through McAfee ePO.

**Junior Executive – Information Security Nov 2017 - Oct 2018**

* Documented ISO 27001:2013 policies and standards for Information Security.
* Monitored Web Gateway, License Compliance, Endpoint Security.

**Executive – Information Security Nov 2018 – till date**

* Assessed DDoS, Vulnerabilities and Encryption policies.
* Responsible for Monitoring SIEM, Firewall logs and PAM Administrative privilege status.

**RESPONSIBILITIES:**

* Responsible for providing 24 X 7 Internet Security Surveillance
* Handles the tasks of diagnosing and resolving technical problems in internal resources
* Plans as well as prepares detail practices and procedures on various technical processes
* Designs and configures network security and enterprise network monitoring
* Maintains network security, intrusion detection and virus protection, web Filtering
* Identifies and tests vulnerabilities as well as conducts research in areas of information system and network security
* Analyses security incidents as well as liaise with customers on security instructions
* Responsible for Email Monitoring and Spam Detection through Symantec Mail Gateway.
* Monitoring and Reporting the ISO 27001, ISO 22301 compliance to the management
* Monitoring and Reporting the Firewall logs.
* Policy creation and Analysis of Web Gateway proxy configuration.
* Analysis of SIEM logs and case creation with incident management.
* Configured and Maintained Data Leakage Protection. Drive Encryption and USB Encryption policies.
* Ensure License compliance and Asset Management for Software’s.
* Responsible for Inventory control and Management for systems.
* Configured and Maintained administrative privileges using Privilege Access Management tool.

**ORGANZATIONAL PROJECTS**

**Check Point Log Monitoring**  **May 2018**

* Configured firewall based on policy and rules and Tested the firewall integrity in a network for the policy and rule violation events.
* Monitoring Logs on Firewall using Checkpoint Smart Console R.80. and have reported on critical events.

**Asset Management and Inventory Control in Desktop Central.** **May 2018**

* Configured firewall based on policy and rules and Tested the firewall integrity in a network for the policy and rule violation events.
* Monitoring Logs on Firewall using Checkpoint Smart Console R.80. and have reported on critical events.
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**TECHNICAL SKILLS**

**Operating Systems**: Linux, Microsoft, Ubuntu

**Languages**: Python, HTML

**Database and Client/Server Technologies**: MySQL.

**Software Tools**: Microsoft Office, McAfee ESM, McAfee e-Policy Orchestrator, Manage Engine Desktop Central, Cyber ARK PTA, Cyber ark PAM, Checkpoint Firewall.

**Networking:** Virtual Box, VMware, GNS3, Cisco packet Tracer.

**Hardware:** Cisco Routers, Switch, RFID readers, Ruckus Access points.

**CERTIFICATION**

* CCNA, Cisco, Jun 2017

**AWARDS AND EXTRA-CURRICULAR ACTIVITIES**

* Participated in NCC camps –June 2011 – Feb 2012
* Student of the Year, Kalasalingam Polytechnic College – 2012 -2013
* Participated in Flashmob, TVS Motor Company 2018 - 2019
* Danced in Confluence, TVS Motor Company – 2017- 2019
* Participated in Badminton, TVS Motor Company – 2017- 2018

**WORKSHOPS:**

* Cyber Rat – IOT security, Bangalore 2019
* Symantec – Endpoint Security 2018
* Pegasus – Education and Self-Assessment workshop – 2019
* TVSM workshops – Information Security – 2015-2020

**VOLUNTEER EXPERIENCE**

* Volunteer in Technical team for Sportitude– 2018
* Volunteer in Cyber Security Stall at Learning Convention, TVS Motor Company, 2019 - 2020
* Volunteer in Orientation Class, TVS Motor Company, 2015-2020
* Volunteer as Receptionist at Founders Day, TVS Motor Company, 2018
* Volunteer in TechNexus, TVS Motor Company, 2020

**LANGUAGES:** English, Tamil (Read, Write and Speak)